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CCPA NOTICE FOR CALIFORNIA RESIDENTS 

The California Consumer Privacy Act (“CCPA”) regulates how businesses handle “personal 
information” (as such term is defined in the CCPA) of California residents and gives 
California residents certain rights with respect to their personal information. If you are a 
resident of California, we are required to inform you of how we use and disclose your personal 
information and certain rights you may have under the CCPA. 

 
If you have any questions or comments about this notice, the ways in which Corcept collects 
and uses your information, your choices and rights regarding such use, or wish to exercise your 
rights under applicable laws, please do not hesitate to contact us as follows by sending an email 
with your request to dataprotectionofficer@corcept.com or by calling us and leaving a voice 
message at 1-855-212-CORT (1-855-212-2678). 

In the chart below, we have described the categories of personal information that we have 
collected and shared over the past twelve (12) months, the purposes for such collection and the 
types of entities with whom we have shared such information.  

 

Category of Personal 
Information 

Sources of 
Information 

Purpose of Collection 
Whom We Share Personal 
Information With 

Identifiers / Categories 
of Personal Information 
described in Cal. Civil 
Code § 1798.80(e), such 
as your name, 
username, email 
address, IP address, 
health-related 
information. 

We collect this 
information directly 
from you.  

We collect this 
information to 
communicate with 
you, provide, 
personalize and 
improve the Sites, 
and to perform other 
business purposes.  

Certain professional 
service providers that help 
us provide the Sites and 
services.  

Internet or other 
electronic network 
activity information, 
such as cookies, web 
logs, IP address, and 
information about how 
you use our Sites. 

We collect this 
information from 
your computer or 
your device.  

We collect this 
information to 
personalize and 
improve the Sites and 
to perform other 
business purposes.  

Advertising networks, 
internet service providers, 
professional services 
providers (incl. data 
analytics providers), 
operating systems and 
platforms, social 
networks. 
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Professional or 
employment-related 
information, such as 
your company name and 
address and any 
information that you 
provide in your job 
application you provide 
to us.  

We collect this 
information directly 
from you as well as 
from third-party 
sources, such as 
recruiters and 
employment 
websites; and from 
publicly available 
sources, like 
government records, 
or from information 
you have made 
public, including by 
posting or publishing 
it online. 

To consider you for 
employment and 
otherwise provide 
employee-related 
services. 

Service providers and 
government agencies.  

Protected classifications 
under California or 
federal law (i.e., race, 
religion, sexual 
orientation, gender 
identity, gender 
expression, age). 

Directly from you 
and from third 
parties, including 
those to whom you 
have previously 
provided data. 

For our everyday 
business purposes 
such as to process 
your requests, 
inquiries, or other 
communications with 
us. 

To conduct research 
related to our current 
or prospective 
products or services.   

To respond to law 
enforcement 
requests as required 
by applicable law, 
court order, or 
government 
regulation. 

Service providers and 
government agencies. 

Education information, 
such as your college 
records.  

We collect this 
information directly 
from you as well as 
from third-party 
sources, such as 
recruiters and 

To consider your 
application for 
employment. 

Service providers and 
government agencies. 
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employment 
websites.  

Inferences drawn from 
any of the information 
identified above, such 
as your preferences, 
interests, and other 
information used to 
personalize your 
experience.  

 

This information is 
derived from the 
categories above.  

We collect this 
information to 
personalize and 
improve the Sites and 
to perform other 
business purposes. 

Service providers 

 

CHILDREN 

We do not knowingly collect or solicit personal information from anyone under the age of 18. If 
we learn that we have collected personal information from a child under age 18, we will delete 
that information. If you believe that we might have any such information from or about a child 
under 18, please contact us at dataprotectionofficer@corcept.com. 

YOUR OBLIGATIONS 

Among other obligations, including without limitation the obligation to provide complete and 
accurate information in recruiting documents and processes, it is your responsibility to ensure 
that information you submit does not violate any third party’s rights. 

You should keep your personal information on file with Corcept up to date and inform us of any 
significant changes to it. 
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